








Final  Exam  
Math  252,  Spring  2019  

points]  Alice  is  implementing  some  code  to  perform  elliptic  curve  Diffe-Hellman  key  ex-  2.  7  
So  far,  she  has  written  a  

change  (see  the  summary  table  at  the  back  of  the  exam  packet)  

working  implementation  of  a  function  ecAdd(P,  Q,  A,  B,  p),  which  accepts  two  points  P,  Q  on  an  

x3  +  AX  +  B  (mod  p),  and  returns  3  

2  

F,  defined  by  the  congruence  Y  elliptic  curve  over  
p  

PQ  

Write  a  function  ecdh(P,QB,  A,  B,  p)  that  takes  the  public  parameters  and  Bob's  point  QB,  and  

returns  both  the  point  QA  that  Alice  should  send  to  Bob  and  the  shared  secret  .S.  You  should  

function  you  need,  except  functions  that  are  built-in  to  Python  helper  fully  implement  any  

and  the  ecAdd  function.  For  full  points,  your  function  should  only  need  to  call  ecAdd  O(logp)  

times  (you  do  not  need  to  prove  that  this  is  true,  however).  A  less  efficient  implementation  will  

receive  partial  credit  
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Math  252,  Spring  2019  Final  Exam  

This  page  intentionally  left  blank.  You  may  use  it  for  scratchwork  or  to  continue  

answers  to  any  question  (note  clearly  on  the  original  page  if  you  do  so)  
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